
 
  

 

Have you ever benefited from an independent CSF 

Security Assessment? Do you have a formal 

documented Incident Response Plan? Have you tested 

it? Have you calculated the amount of downtime your 

business can afford in the event of a breach? 

 

If the answer to any of these questions is “No” then 

GreenPages’ Cybersecurity Assessment can arm you 

with the data necessary to calculate your risk profile 

and give you an actionable roadmap to ensure you 

stay on mission. 
 

 

Each function comprises 23 categories & 108 subcategories of requirements & controls to be met.  

Information Technology Solutions 

 

B Y  T H E  N U M B E R S :  

S E C U R I T Y  T H R E A T  D A T A  

•   $3.86 million:  Average cost of a 

data breach (Healthcare = $7.13M) 

•  $1.52 million:  Average lost 

business costs 

•  $170K:  Average ransomware fee 

demanded per incident  

•  $10 trillion annually—global cost of 

financial losses from cybercrime 

•  $325.25B expected Security & 

Risk spend by 2026 

 

 

TOP CIO/CISO  

CONCERNS*  

•   Combatting Cybercriminals  

•   Skillset Mismatch & Burnout 

•   Maintaining Hybrid Environments 

* C I O  M a g a z i n e  

 

 

SOC 2 ACCREDITED 

GreenPages is proud to hold SOC 2 

Accreditation to provide clients with 

the strictest security, confidentiality, 

operational rigor, and systems 

excellence possible. 

GreenPages’ Cybersecurity Assessment is a comprehensive, independent analysis 
providing a cybersecurity roadmap and recommendations to address deficiencies and 

security plan improvements in alignment with the National Institute of Standards and 

Technology (NIST) Cybersecurity Framework (CSF).  

 
Cybersecurity Assessment & Roadmap 
Strengthen your security posture & response capabilities to stay on mission 
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TOP REASONS TO PERFORM A CYBERSECERITY ASSESSMENT  

 TECHNOLOGY IS NOT A S ILVER BULLET FOR SECURITY  

In fact, more than 90% of breaches are a result of social engineering and misconfigured systems. That’s 

why you must build and maintain a continuous, holistic strategy across people, governance, risk, 

compliance, processes, vendors, and supply chains…in addition to tools and technology.  

 
 
 

EVERY COMPANY MUST HAVE A PLAN  TO PROTECT AGAINST THREATS  

THE 5 NIST CYBERSECURITY FUNCTIONS  

Released to strengthen the U.S. government’s security, NIST CSF has become the gold 
standard across 5 critical functions to protect and safeguard all organizations. 

DETECT PROTECT  IDENTIFY  RESPOND RECOVER 
 

 
 

 

  
 
 

 

 
 

✓ Document existing cybersecurity projects, gaps, and risks 

✓ Identify how IT Operations are impacted by existing projects, roadmap & skills 

✓ Determine overall security maturity: Where are you now? Where are you going? 

✓ Improve processes, governance, culture, and efficiencies around security 

✓ Identify susceptibility to an attack and the ability to recover 

✓ Adhere to NIST cybersecurity recommendations and industry best practices  

✓ Present a comprehensive strategy to company stakeholders  

✓ Develop a prioritized, actionable roadmap to remediate issues  

 



 
 
 

Continuous Improvement 

SAMPLE SNAPSHOT: Overall  Organizat ional  Controls   

GREENPAGES  

CERTIFICATIONS & 

STANDARDS  

•   National Institute of Standards & 

Technology (NIST)  

•   Payment Card Industry (PCI) 

•   Health Insurance Portability & 

Accountability Act (HIPAA)  

•   HITRUST     

•   Data Security Standards (DSS)  

•  Information Technology 

Infrastructure Library (ITIL)  

•  GPDR / CCPA / SHIELD 

 

 

R O L E S  W E  W O R K  W I T H   

•   CISOs, CIOs, CEOs 

•   Application Sec. Engineers 

•   Network Security Architects 

•   Cloud Security Architects 

•   Cybersecurity Engineers 

 

 

D R I V E N  B Y  E X C E L L E N C E   

•   Founded 1992  

•   150+ experienced technologists 

•   20+ yrs. average experience 

across teams 

•   Former CEOs, CIOs & CISOs 

•   1000s of client engagement 

successes 

 

 

 

  

 
 

 

800-989-2989  
info@greenpages.com  

Set up a Cybersecurity 
Assessment! 

 

SAMPLE RESULTS: Maturity by NIST CSF Category 
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•  Asset Mgmt.  

•  Business Environ. 

•  Governance  

•  Risk Assessment  

•  Risk Management  
   Strategy 
 

•  Response Planning  

•  Communications  

•  Analysis  

•  Mitigation  

•  Improvements  
 

•  Recovery Planning   

•  Improvements  

•  Communications  
 

•  Access Control  

•  Awareness Training  

•  Data Security  

•  Data Protection &   
    Procedures  

•  Maintenance  

•  Proactive Technology  

•  Anomalies &     
    Events  

•  Secure, Continuous  
    Monitoring  

•  Detection Process  
 

GreenPages analyzes the 108 controls that comprise the 5 Functions of the NIST 
Cybersecurity Framework and documents the overall percentage that meet (Pass), 
don’t meet (Fail), and partially meet (Part) requirements. We then break down the 
results by each NIST category to provide further detail and recommendations. 
 

Proactive Reactive 

 

 

KEY DELIVERABLE 

 

ACTIONABLE 

ROADMAP   

Your f inal  comprehensive Assessment 
Report includes granular analysis  across 
each NIST control  with invaluable wri t ten 
recommendations tai lored speci f ical ly  to 
secure your organizat ion.   


