
A closer look at what the Security Assessment provides​

Assess your security posture, look for vulnerabilities and identity risks with 
recommendations to mitigate

STRATEGY & PLAN WORKSHOP

A workshop designed to identify your business priorities, timelines and milestones in 
the upcoming year for a successful secure cloud adoption

ANALYSIS  

Review software and hardware assets to identify unmanaged devices, unsupported 
operating systems, and user vulnerabilities. Cost analysis of existing security products with 
recommendations to optimize and simplify security landscape.  

Security Assessment

Assessment of your resources and 
business objectives to develop a fresh 
approach to your security strategy

What’s included

Executive summary 

Customer business objectives and scope of project

Identify vulnerabilities in applicable operating 
systems, infrastructure, and endpoints 

Review user identity management policies and usage 
data

Review O365 secure score and Azure Secure score

Review CAF and Zero Trust Framework 

Review existing security products and provide 
vendor and cost consolidation opportunities to 
simplify security landscape  

Analyze findings and provide actionable 
recommendations to mitigate and improve overall 
security posture

How to get started

Security Assessment is led by the Microsoft 
Solution Assessment Team and your account 
team. Contact your Microsoft Account Executive 
or Solution Assessment Specialist to get started.

Phase 1​
Strategy & Plan 
Workshop 

Phase 2​
Collect 
Insights

Phase 3​
Analysis & 
Presentation

SECURE SCORE REVIEW

Review Azure and O365 Secure Scores and provide recommendations to improve 


	Slide Number 1

